1
2
S3LI01-036


3GPP TSG SA WG3LI


06-08 March, 2001
Tampa, USA

Source:
Motorola


Title:
 Interception of Session Re-direct and Transfer


Document for:
Discussion

1. Overview:

Session re-direct and session transfer are presented in TS 23.228 V1.7.0 annex C.2 and C.3. Assuming that this material will be transferred to the normative portion of the document without significant change as planned by SA2, this contribution is meant to seek consensus on the intercept requirements for these services and the methods to meet intercept these requirements

2. Use of terms

For the sake of discussion, this contribution uses the following terms in reference to TS 23.228 V1.7.0. Relevant portions of this reference are copied at the end of this contribution for convienence.

Session re-direct: Session redirect is shown in TS 23.228 V1.7.0 annex C.2.1 through C.2.5.  As such, session re-direct refers to: 

(1) cases where the targeted S CSCF forwards the session by proxy to the new forwarded to party within the IM subsystem as shown in section C.2.1, and 

(2) cases where the targeted S CSCF re-directs the originator to a new destination outside of the IM subsystem as shown in sections C2.2 through C.2.4. The originator session agent then initiates a new session with the forwarded to party.

Session transfer: Session transfer refers to various cases where the targeted S CSCF redirects an existing session to another party. See section C.3. 

3. Interception requirements

The following questions need to be answered to determine interception requirements.

1. What are the intercept requirements of session redirect and session transfer? 

2. Are these sessions subject to intercept for the duration of the session, and if so, are both signaling and bearer intercepted for the duration of the session. 

3. How does roaming impact the interception requirements?

As a starting point, this contribution makes the following assumptions:

1. Session redirect and transfer flows shown in TS 23.228 V1.7.0 will be formalized in normative sections without substantial change.

2. Interception requirements for session redirect and session transfer will be similar to interception of call transfer in the circuit domain, that is, signaling and bearer are intercepted for the duration of the session.

3. Interception is required only for those services executed within the network.

4. Routing of messaging and bearer between home and serving PLMN in cases of roaming are not altered for the sake of intercept.

Based upon these assumptions, the following table summarizes the interception requirements for these services:

SCENARIO
SIGNALLING INTERCEPT
BEARER INTERCEPT

(1) All parties in serving network, targeted P and S CSCFs in serving network. Serving network is the home network
Interception required at S CSCF
Interception required

(2) All parties in serving network,

Targeted P CSCF in serving network, but targeted S CSCF in home network
Session is not intercepted in serving network. 

Session redirect within the IMS is intercepted in home network by S CSCF as a national option. 

Other session re-directs and session transfer are not intercepted at home network
Interception not required

(3) Target in serving network. Other parties and targeted S CSCF in the same home network
Same as scenario (2) 
Intercept not required even though targeted bearer stream is in the home network. Does a national option apply?

(4) Re-direct my mobile
Intercept of target mobile signaling for re-direct set up only. Subsequent intercept of re-directed session not required.
Interception not required

4. Issues with session re-direct, forwarding and transfer

Primary issues with interception of session redirect and transfer arise from fact that the targeted S CSCF and SGSN may not be involved in the re-directed session. A discussion of these issues are summarized here and alternatives are presented.

Signaling:

In cases where the session is re-directed within the networks IM subsystem, the targeted S CSCF is involved in the entire re-directed session, so intercept of the re-directed session can take place here without issue.

In cases where the session is re-directed out of the IM subsystem, the targeted S CSCF is not normally involved in the duration of the session. To provide intercept, the only viable option identified by Motorola is for targeted S CSCF to stay in the path of re-directed session for the sake of intercept. In other words, the targeted S CSCF will forward the session out of the IM subsystem by proxy, just as in the case above of redirect within the IM subsystem. In this way, intercept of the re-directed session at the targeted S CSCF can take place. Such a change in session signal routing will need SA2 concurrence.  

Session transfer is in a similar situation as sessions redirected out of the IM subsystem. Here, the targeted S CSCF stays in the path of the transferred session for the sake of intercept.

Bearer:

As can be seen from TS 23.228, the targeted SGSN does not remain the re-directed or transferred session in any scenario. Without intercept specific bearer routing, interception of bearer is not possible even if all parties are within the home IM subsystem. 

The only viable option identified by Motorola, if bearer is required, is for the targeted S CSCF to use the MRF as a bearer point for intercept. In this way, the targeted S CSCF essentially sets up a multi-party session conference between the originator, “forwarded to party” and DF3. The originator is redirected to the MRF, and the MRF calls out to the forwarded to party. Of course, the conference session leg to the agency will need to be uni-directional, and the other parties should be able to detect a conference is involved. (The forwarded to party should not be able to distinguish between the MRF and another party’s S CSCF.) TS 23.228 and 3GPP do not address multi-party sessions in sufficient detail to know if in fact that the MRF can behave this way if instructed by the S CSCF. Current IETF drafts on SIP based multi-party conference units suggest that such a conference unit is possible. Another potential concern is that the MRF is unlikely to support GTP*.

Comment on methods identified:

Motorola presents these methods as alternatives to be studied, and encourages other alternatives to be brought forth by others.

5. Recommendations

Motorola recommends that:

(1) Intercept requirements for session re-direct and session transfer by agreed upon as soon as possible, and be included in TS 33.107.

(2) Methods presented here to meet intercept requirements are adopted pending further developments in SA3, or alternatives are identified and included in TS 33.107  

Best regards, 

Motorola

6. Reference material: Session flows copies from TS 23.228 v1.7.0 related to session forwarding, redirect and transfer:

C.2

Call Redirection Procedures

This section gives information flows for the procedures for performing call redirection. The decision to redirect a session to a different destination may be made for different reasons by a number of different functional elements, and at different points in the establishment of the session. 

Editor’s Note: When stable the contents of this section will be moved to a subsection of 5.12.

Three cases of call redirection prior to bearer establishment are presented, and one case of call redirection after bearer establishment.  

These cases enable the typical services of “Call Forward Unconditional”, “Call Forward Busy”, “Call Forward Variable”, “Selective Call Forwarding”, and “Call Forward No Answer”, though it is important to recognize that the implementation is significantly different from the counterparts in the CS domain.

C.2.1
Call Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic call flow that may initiate a redirection is the S-CSCF of the destination subscriber.  The subscriber profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing call redirection.  S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination subscriber is not currently registered in the IM domain, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination.  This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Call Forward Unconditional”, “Call Forward Variable” or “Selective Call Forwarding”.  S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Call Forwarding Busy” in this way.

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL within the IP Multimedia Subsystem.  Based on operator policy and the subscriber profile, S-CSCF#2 may restrict the media streams allowed in the redirected session.

8. S-CSCF#2 sends a SIP INVITE request to an I-CSCF (I-CSCF#F) for the network operator to whom the forwarded destination subscribes.  This INVITE request may optionally go through an I-CSCF(firewall) if S-CSCF#2 is in a different operator’s network than I-CSCF#F. 

9. I-CSCF#F queries the HSS (HSS#F) for current location information of the destination subscriber.

10. HSS#F responds with the address of the current Serving CSCF (S-CSCF#F) for the terminating subscriber.

11. I-CSCF forwards the INVITE request to S-CSCF#F, who will handle the call termination.

12. S-CSCF#F performs whatever service control logic is appropriate for this call attempt

13. S-CSCF#F forwards the INVITE toward the destination UE, according to the procedures of the terminating flow.

14. The destination UE responds with the SDP message, and the session establishment proceeds normally.

C.2.2
Call Redirection initiated by S-CSCF to CS-domain

The S-CSCF in the scenario above may determine that the session is to be redirected to a CS-domain endpoint, or to the PSTN.  It recognizes this situation by the redirected URL being a tel: URL.  

Handling of redirection to a tel: URL is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL in the CS domain, i.e. a tel: URL.  

8. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the CS-domain address of UE#2.  Note this is not the destination determined in step #7.

9. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

10. S-CSCF#1 forwards the Redirect response back to UE#1.

11. UE#1 initiates the call in the CS domain.

C.2.3
Call Redirection initiated by S-CSCF to general endpoint

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain.  Examples of these destinations include web pages, email addresses, etc.  It recognizes this situation by the redirected URL being other than a sip: or tel: URL.  

Handling of redirection to a general URL is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL outside the IMS and outside the CS domain, i.e. other than a sip: or  tel: URL.  

8. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the general URL.

9. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

10. S-CSCF#1 forwards the Redirect response back to UE#1.

11. UE#1 initiates the call to the indicated destination.

C.2.4
Call Redirection initiated by P-CSCF

One of the functional elements in a basic call flow that may initiate a redirection is the P-CSCF of the destination subscriber.  In handling of an incoming call attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination subscriber is not currently reachable in the IM domain (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session.  The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 1, 2, or 3 above, based on the type of destination.

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  

8. S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. P-CSCF#2 forwards the INVITE request to UE#2

10. Timeout expires in P-CSCF waiting for a response from UE#2.  P-CSCF therefore assumes UE#2 is unreachable.

11. P-CSCF#2 generates a Redirect response, without including a new destination, and sends the message to S-CSCF#2.

12. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If the user does not subscribe to call redirection service, or did not supply a forwarding destination, S-CSCF#2 may terminate the call attempt with a failure response.  Otherwise, S-CSCF#2 supplies a new destination URL, which may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  Processing continues according to subsections 1, 2, or 3 above, based on the type of destination URL.

C.2.5
Call Redirection initiated by UE

The next functional element in a basic call flow that may initiate a redirection is the UE of the destination subscriber.  The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to S-CSCF#1, who initiates a call to the new destination.

The service implemented by this information flow is typically “Call Forward Busy”, “Call Forward Variable” or “Selective Call Forwarding”.  

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  

8. S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. P-CSCF#2 forwards the INVITE request to UE#2

10. UE#2 determines that this session should be redirected, and optionally supplies the new destination URL.  This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The Redirect response is sent to P-CSCF#2

11. P-CSCF#2 forwards the Redirect response to S-CSCF#2.

12. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If UE#2 does not subscribe to call redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the call attempt with a failure response.  The new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The procedures of subsection 1, 2, or 3 given above are followed, based on the type of URL.

C.2.6
Call Redirection initiated after Bearer Establishment

The UE of the destination subscriber may request the call be redirected after a customer-specified ringing interval.  The UE may also implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to the originating endpoint, who initiates a call to the new destination.

The service implemented by this information flow is typically “Call Forward No Answer”.  

Redirect to another IMS endpoint (e.g. a sip: URL) is shown in the following information flow: 
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Step-by-step processing is as follows:

1.-10.
Normal handling of a basic call establishment, up through establishment of the bearer channel and 
alerting of the destination subscriber

11. Based on a timeout or other indications, UE#2 decides the current session should be redirected to a new destination URL.  This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The Redirect response is sent to P-CSCF#2.

12. P-CSCF#2 revokes any authorization for QoS for the current session.

13. P-CSCF#2 forwards the Redirect response to S-CSCF#2.

14. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If UE#2 does not subscribe to call redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the call attempt with a failure response.  The new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  S-CSCF#2 generates a private URL, addressed to itself, containing the new destination.

15. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, containing the private URL addressed to S-CSCF#2.  

16. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

17. S-CSCF#1 checks the number of redirections that have occurred for this call attempt, and if excessive, aborts the call.  S-CSCF#1 stores the new destination information, generates a private URL addressed to itself pointing to the stored information, and generates a modified Redirect response with the private URL.

18. S-CSCF#1 sends the modified Redirect response to P-CSCF#1

19. P-CSCF#1 sends the Redirect response to UE#1

20. UE#1 resets and releases all resources for the previous call, and initiates a new INVITE request to the address provided in the Redirect response.  The new INVITE request is sent to P-CSCF#1

21. P-CSCF#1 forwards the INVITE request to S-CSCF#1

22. S-CSCF#1 retrieves the destination information saved in step #17, and performs whatever other service control is appropriate for this new call attempt.

23. S-CSCF#1 determines the network operator of the new destination address.  The INVITE message is sent to I-CSCF#2, the I-CSCF for S-CSCF#2.

24. I-CSCF forwards the INVITE to S-CSCF#2

25. S-CSCF#2 decodes the private URL, determines the network operator of the new destination, and sends the INVITE request to the I-CSCF for that network operator.

26. The remainder of this call completes as normal.

C.3

Call Transfer Procedures

This section gives information flows for the procedures for performing call transfers. This is presented in two steps: first a basic primitive that can be used by endpoints to cause a multi-media session to be transferred, and second the procedures by which this primitive can be used to implement some well-known call-transfer services.

C.3.1
Call Transfer Primitive

The call transfer primitive is an information flow indicating a “Refer” operation, which includes a component called “Refer-To” and a component called “Referred-By”.  An information flow illustrating this is as follows:
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Step-by-step description of the information flow:

1. A multi-media session is assumed to already exist between UE#1 and UE#2, established either as a basic session or by one of the supplemental services described in this section.

2. UE#2 sends the Refer command to P-CSCF#2, containing “Refer-To” UE#F and “Referred-By” UE#2.

3. P-CSCF#2 forwards the message to S-CSCF#2

4. S-CSCF#2 performs whatever service control is appropriate for this request. If UE#2 does not subscribe to a transfer service, the request is rejected.  S-CSCF#2 generates a private URL, addressed to itself, with the new destination informationand the billing information that will be needed for the new call.  It replaces the “Refer-To” value in the request with the private URL.

5. S-CSCF#2 forwards the updated message to S-CSCF#1

6. S-CSCF#1 performs whatever service control is appropriate for this request.  It stores the “Refer-To” and “Referred-By” information and replaces it with private URLs, so that UE#1 will not know the identity of UE#2 or UE#F.

7. S-CSCF#1 forwards the updated message to P-CSCF#1

8. P-CSCF#1 forwards the message to UE#1

9. UE#1 initiates a new multi-media session to the destination given by the “Refer-To”, which is a private URL pointing to S-CSCF#1.

10. P-CSCF#1 forwards the INVITE request to S-CSCF#1

11. S-CSCF#1 retrieves the destination information for the new session, and performs whatever service control is appropriate for this new session.

12. S-CSCF#1 determines the network operator addressed by the destination URL, and forwards the INVITE to S-CSCF#2 (or I-CSCF#2, the public entry point for S-CSCF#2).  

13. S-CSCF#2 decodes the private URL destination, and determines the final destination of the new session.  It determines the network operator addressed by the destination URL.  The request is then forwarded onward to S-CSCF#F as in a normal session establishment

14. S-CSCF#F performs whatever service control is appropriate for this new session, and forwards the request to P-CSCF#F

15. P-CSCF#F forwards the request to UE#F

16.-21.
The normal session establishment continues through bearer establishment, optional alerting, and reaches the point when the new session is accepted by UE#F.  UE#F then sends the 200-OK final response to P-CSCF#F, which is forwarded through S-CSCF#F, S-CSCF#2, S-CSCF#1, P-CSCF#1, to UE#1.  At this point a new session is successfully established between UE#1 and UE#F.

22.-26.
The Refer request was successful, and UE#1 sends a 200-OK final response to UE#2.  This response is sent through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, and to UE#2.

27.-31.
UE#1 clears the original call with UE#2 by sending the BYE message.  This message is routed through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, to UE#2.

32.-36.
UE#2 acknowledges the BYE and terminates the original session.  It responds with the 200-OK response, routed through P-CSCF#2, S-CSCF#2, S-CSCF#1, P-CSCF#1, to UE#1.

C.3.2
Application to Call Transfer Services

This section shows how the Refer primitive given above can be used to provide common call-transfer services.

C.3.2.1
Blind Transfer and Assured Transfer

A Blind Transfer starts with an existing session, established between the Initiator (I) and the Recipient (R).  In a typical case, this session was actually initiated by R.  In the end it is desired that the Recipient has a session with the Target (T).  

From the starting configuration, shown in the leftmost diagram, I sends a Refer message to R, who then initiates a session with the Target (T), as shown in the middle diagram.  Immediately after sending the Refer message to R, I issues the BYE message to terminate its connection with R.  The end configuration is shown in the rightmost diagram.
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An Assured Transfer is identical to the above, except that I waits until the Refer successfully completes before issuing the BYE message to terminate its connection with R.  If the new session from R to T were to fail, R would still have a session with I.

C.3.2.2
 Consultative Transfer

A Consultative Transfer again starts with an existing session, established from the Initiator (I) to the Recipient (R).  The Initiator first consults with the Target (T), then decides to transfer the original session to T.

From the starting configuration, as shown in the leftmost diagram in the previous section, I places the session with R on hold and establishes a new session with T.  This is shown in the leftmost diagram below. I then sends a Refer message to T, causing T to establish a session with R. This is shown in the second diagram.  When the Refer operation completes, I clears its two active sessions, first with R (leaving the configuration as shown in the third diagram) then with T.  The end configuration is shown in the rightmost diagram.
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C.3.2.3
Three-way Calling

A three-way call starts with an existing session, between the Initiator (I) and party (A).  The initiator places this session on hold, and establishes a second session with party (B).  The initiator then decides to create an ad-hoc conference of all three parties.

From the point where the initiator decides to create the ad-hoc conference, shown in the leftmost diagram below, the initiator establishes another session with a third-party conference bridge service.  This is shown in the center diagram.  The initiator then transfers both of the existing calls, I->A and I->B, to the bridge, ending in the configuration shown in the rightmost diagram.
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The conference bridge service is in control of the termination sequence.  On termination of one of the three sessions, it may either terminate the other two sessions by use of the call clearing procedures of section 5.11, or may utilize the procedures of subsection 1 above to transfer one of the remaining endpoints to the other, resulting in a simple two-party session.
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